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Clavister cOS Core 10.00
Clavister cOS Core 10.00 is our latest version of our award-winning network security operating system powering 
our Clavister product range of enterprise security solution. The Clavister cOS Core 10.00 includes a number 
of new important features, such as new Clavister Web Management system, simplified administration and IPv6 
Ready compliance.

The new release also adds support for Clavister Application Control, a network security service complementing 
our existing set of network security services, such as Clavister Anti-Virus, Clavister Intrusion Detection and 
Prevention and Clavister Web Content Filtering. For detailed information, please see separate Release Highlights 
brochure on Clavister Application Control.

New Features
Clavister Application Control Support
Clavister Application Control is our newest network security service and it enables you to exercise expert control 
over how applications in your network should behave. Clavister Application Control is included in Clavister 
Security Subscription. For more information, please contact your Clavister Sales Representative.

IPv6 Ready Compliant
Clavister cOS Core 10.00 is now IPv6 Ready compliant as defined by www.ipv6ready.org.

New Clavister Web Management System
Clavister cOS Core 10.00 has a completely redesigned user interface for managing your Clavister products. The 
Clavister Web Management is clean, modern and gorgeous looking. It enables administrators to work both faster 
and more intuitively, thus accomplishing more in less time.

�� Clavister Application Control Support

�� IPv6 Ready Compliant

�� New Web User Interface

�� Simplified Administration

�� Improved Blacklist Logging

�� Support for iOS Built-In IPsec Client

�� Optimized Blacklist Handling

�� Simplified Licence Activation Process

Release Highlights

Key Features



Clavister AB, Sjögatan 6 J, SE-891 60 Örnsköldsvik, Sweden
Phone: +46 (0)660 29 92 00 | Fax: +46 (0)660 122 50 | Web: www.clavister.com

We are Network Security

Copyright © 2012 Clavister AB. All rights reserved. The Clavister logo and all Clavister product names and slogans are trademarks or registered trademarks of Clavister 
AB. Other product names and/or slogans mentioned herein may be trademarks or registered trademarks of their respective companies. Information in this document is 
subject to change without prior notification.

This product includes software developed by the OpenSSL Project for use in the OpenSSL Toolkit (www.openssl.org). This product includes cryptographic software written by 
Eric Young (eay@cryptsoft.com)

Simplified Administration
The new Clavister Web Management has also gone 
through some extensive usability optimization and as a 
result of this, the new Clavister Web Management has 
been greatly simplified. For users requiring additional 
flexibility when configuring their Clavister product, 
there are advanced settings that can cater for these 
situations.

Support for iOS Built-In IPsec Client
It is now possible to configure the built-in IPsec client 
in Apple iOS devices (iPhone and iPad) to work 
correctly with Clavister cOS Core 10.00. 

Optimized Blacklist Handling
The blacklist management is completely rewritten 
to optimize traffic flow during DoS attack scenarios. 
These changes further extended the capabilities of 
Clavister cOS Core 10.00 to handle very large attacks 
without resource depletion.

Improved Blacklist Logging
As a consequence of the changes to the blacklist 
management system, the blacklist logging has 
also been rewritten. The result is a highly optimized 
blacklist logging capable of handling DoS attacks 
without problems.

Simplified License Activation Process
The license activation process has been greatly 
simplified allowing for semi-automatic license 
management. All relevant license parameters that are 
known to the device and/or user are automatically 
collected and used where appropriate. This gives you 
a fail-safe and streamlined process for managing your 
licenses.

For more information about all the new features in 
Clavister cOS Core 10.00, please see the Clavister 
cOS Core 10.00 Administration Guide.

Availability
Clavister cOS Core 10.00 is available for download 
for all customers with an active Clavister Security 
Subscription. For download information, please visit 
www.clavister.com/my-clavister (registration required).

About Clavister
Founded in 1997, Clavister is a leading mobile and network security provider. 
Our award winning solutions are based on design, simplicity, and extreme 
performance to ensure that cloud service providers, enterprises and 
telecoms operators are guaranteed the highest levels of protection against 
the threats of today and tomorrow. Our products are designed from the 
inside out – Scandinavian design coupled with Swedish technology. We also 
hold a world record for the fastest firewall throughput. To learn more, visit 
www.clavister.com.
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